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1
Decision/action requested

Aprove pCR for conclusion made to KI#4.
2
References

3
Rationale

It is proposed to conclude the study on KI#4. 
There are 4 solutions address the KI in the TR, i.e. solution1, solution5, solution 6 and solution 7, with the following main features: 

	
	Mechanisms
	Where to protect
	Spec impact

	Solution 1
	NAS security 
	Between UE and gNB
	No addtional (activate NAS security)

	Solution 5
	PKI
	Between UE and AAA server
	PKI

	Solution 6
	EAP mechanism
	Between UE and AAA server
	No additional mechanism in 3GPP (requirement for EAP methods to support ID privacy protection)

	Solution 7
	NAS/AS secuirty
	Between UE and gNB
	No addtional (activate NAS/AS security)


PLMN should make sure User ID is protected within 5G system, not only air interface, but also from AMF to proxies, roaming networks etc. In addition, to minimize the impact to the spec, solution 6 is proposed to be the base for the normative work (mainly requirements for EAP methods supported)
4
Detailed proposal

pCR 
***
BEGINNING of CHANGES
***
8.2.1
 Conclusions for key issues

For Key Issue #1 Authentication for access to specific Network Slices, a merge of Solution#1, solution#2 and Solution#4 are recommended as the basis for the normative work.
For Key Issue#2, AMF key separation, it is concluded not to consider in the present document, since the use case that this key issue is addressing, is not concluded in TR 23.740 [5]. 

For Key Issue #5, it is recommended that Solution #9 is used as the basis for normative work.
For Key Issue #6, it is recommended that Solution #6 is used as the basis for normative work.
***
End of CHANGES
***
